
 

Actividades clave  

Desarrollo y mantenimiento de la plataforma segura:  

Crear y actualizar la aplicación web y móvil, asegurando que funcione siempre y que 
los datos estén protegidos con sistemas de cifrado. También incluye arreglar fallos 
y mejorar la experiencia de uso.  

Integración con notarios digitales y contratos inteligentes (smart contracts):  

Conectar la plataforma con servicios legales digitales para validar documentos y 
usar blockchain para que la transmisión de credenciales sea automática y sin 
manipulación.  

Validación periódica de usuarios (señales de vida):  

El sistema pedirá al usuario que confirme cada cierto tiempo que sigue activo. Si no 
responde, se activa el protocolo de herencia digital para entregar los datos a los 
herederos autorizados.  

Atención al cliente y soporte legal:  

Ofrecer ayuda técnica y asesoría legal a los usuarios, resolviendo dudas sobre 
cómo funciona la plataforma y sobre temas de sucesión digital.  

Marketing y alianzas estratégicas con bancos y aseguradoras:  

Promocionar el servicio mediante campañas digitales y colaborar con instituciones 
financieras para que integren el sistema en sus productos, aumentando la 
confianza y el alcance.  

Investigación y desarrollo para mejorar la seguridad y detectar fraudes con IA:  

Invertir en nuevas tecnologías de ciberseguridad y usar inteligencia artificial para 
identificar intentos de fraude o suplantación de identidad. 


